If you are experiencing Java problems when you try to login to appellate CM/ECF, you may need to add the
court’s electronic filing URL to the Exception Site List on your Java Control Panel.

1. Hold the Windows key down while pressing the “R” key to open a Run window.

2. Type “control” and click OK.
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3. Make sure you are viewing the Control Panel by icons (large or small), not by category.
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3. Select “Java.” If you do not see “Java,” go to www.java.com and download Java before continuing.
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4. Go to the “Security” tab and click “Edit Site List...” If you do not see “Edit Site List...,” you need to update
your Java. Go to www.java.com and download the most recent version of Java before continuing.
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5. Click “Add.”
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6. Place your cursor in the row that was created when you clicked “Add” and type
https://ecf.cal.uscourts.gov, then click “OK.”

[£ | Exception Site List tﬁ

Applications launched from the sites listed below will be allowed to run after the
appropriate security prompts.

Location
IEhttps://ecf.cal.uscourts.gov |

’ Add ” Remove l

Ul FILE and HTTP protocols are considered a security risk.
W We recommend using HTTPS sites where available.

’ oK Cancel




7. Click “OK” again.
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Network settings are used when making Internet connections. By default, Java will
use the network settings in your web browser. Only advanced users should modify
these settings.
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Files you use in Java applications are stored in a special folder for quick execution
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8. You should now be able to login to appellate CM/ECF. If you get another error message that says your
security settings have blocked access to PACER, copy the PACER URL from the error message and add that
location to your Exception Site List as well.



